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Securely transform your organization
Public sector agencies are under pressure to quickly move to secure the nations' 
critical infrastructure while also improving citizen services.  Zscaler provides the 
tools needed to shift to a modern, direct-to-cloud, zero trust architecture that 
provides secure, always-on access regardless of location. StateRAMP 
authorized and trusted by more than 300 public sector organizations, Zscaler 
protects government agencies from cyberattacks and data loss with the Zscaler 
Zero Trust Exchange.

How Zscaler can help

• Consult on your Cybersecurity Plan, mapping zero trust solutions to the
requirements of funding.

• Enable Zero Trust security for the Whole of State in a shared services model
through a multi-tenant cloud security platform.

• Provide zero trust architecture solution language for the application process.

• Education of stakeholders on zero trust architecture.

• Solution architects to map out a multi-year transition to zero trust architecture.

• Business value team to construct cost/benefit analysis.

• Risk assessment to identify high priority cyber risk vulnerabilities.

• Provide StateRAMP authorized zero trust solutions.
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What is it? 

• 4-year, $1 billion grant program in a whole-

of-nation effort to combat cyber threats.

• Enables DHS to make targeted cybersecurity
investments in State, Local, Tribal and
Territorial (SLTT) government agencies.

• Goal is to improve security of critical
infrastructure and resilience of services
provided to communities.

• The designated State Administrative Agency
(SAA) can apply as a single entity or as part
of a multi-entity group project.

Funding Detaiis: 

• FY 2022, $185 million is available with
allocations set for each state and territory.

• $200M FY2022, $400M FY2023, $300M
FY2024, and $100M FY2025.

• The SAA must meet a 10% non-federal cost-
share requirement; cost share or cost match is
NOT required for multi-entity group projects.

• The SAA must pass through at least 80% of the
funds awarded to local units of government.

• 25% of the total state allocations must support
rural entities.

Key Dates: 

• September 16, 2022 - Grant Opportunity
Posted

• Registration is required to apply and can take
four weeks or more to complete.

• Cybersecurity Plan prepared for application
including vulnerability management,
prioritization and critical infrastructure
protection.

• November 15, 2022 - Application Due.

• Two or more SAAs may apply for joint projects,
but they still must submit separate applications.

Program Overview:

Zscaler is the only StateRAMP, end-to-end Zero Trust Platform for Government. Learn more at zscaler.com/state-and-local.
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